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SUBJECT/TITLE: OVMC IT SECURITY VIOLATION LOG 
 

POLICY: USER SECURITY VIOLATION  
 

PURPOSE: To record user security violations and actions taken  

 

 

DEPARTMENTS: 

 

INFORMATION SYSTEMS 

DEFINITIONS:  

 

PROCEDURE: 

 

Receives information from Olive View-UCLA Medical Center Department 

Information Security Officer (DISO), Supervisor or any individual aware of any 

user security abuse.   Event(s) will be recorded in the Olive View-UCLA Medical 

Center Information Systems Security Violation Log (see attachment) using the 

following information: 

 

1. Log date of security violation.  

 

2. Log Employee Name.  

 

3. Log Employee Number.  

 

4. Log Employee’s Department.  

 

5. Log name of Department Information Security Officer (DISO) or 

Supervisor for Employee.  

 

6. Log Action taken.  
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